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Target Audience 

• Blue Teamers 

• Threat Hunters 

• SOC Analysts 
 

This training program uses real-world attacks that help the L1/L2 threat hunters to 

enhance their detection and hunting capabilities. The training focuses on all log sources 

for hunting and eventually performing quick malware analysis and memory forensics 

found during hunts. The training program is a highly hands-on intermediate course for 

analysts and blue teamers who want to understand real-world threat actors. For a more 

advanced course on endpoint hunting, please refer our other course on ADVERSARY 

OPERATIONS & PROACTIVE HUNTING. 

 

Requirements 

• Strong will to learn and creative mindset 

• Basic understanding of behavioral v/s signatured detections 

• Basic programming concepts and Windows OS knowledge 

• Basic understanding of Linux OS 

What all do you get in the end 

• 3 days of rigorous training program 

• Course PDF and content materials 

 

 

 

For any queries, contact paranoidninja@0xdarkvortex.dev 
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